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1. Introduction/Discussion
[bookmark: _Toc157661580]5.3     Key Issue #3: Support of Ambient IoT Services
[bookmark: _Toc157661581]5.3.1   Description
This Key Issue pertains to the AIoT services. Considering that AIoT Devices are a new type of reduced capabilities devices, the services/use cases to be supported include:
-	Inventory.
-	Command.
Editor's note:	the name to call "Inventory" and "Command" is FFS, e.g. Ambient IoT service, use case, etc.
The key issue will study the following aspects:
-	Study how to support information transfer for Ambient IoT services and related system functionality, including the information transfer for an Ambient IoT device and for a group of Ambient IoT Devices.
NOTE:	Including whether there is a need to support session based transfer between Ambient IoT Device and the network considering the device types and capabilities.
-	Study which of the enabled Ambient IoT services are exposed to AF and how, e.g. for the case AF requests Ambient IoT service for an Ambient IoT Device and for a group of Ambient IoT Devices.

2. Text Proposal
It is proposed to capture the following changes in TR 23.700-13.

[bookmark: _Toc517082226]* * * * First change (all new) * * * *

[bookmark: _Toc28901][bookmark: _Toc22214906][bookmark: _Toc23254039][bookmark: _Toc18851]6	Solutions
[bookmark: _Toc22055][bookmark: _Toc22950][bookmark: _Toc22214907][bookmark: _Toc23254040]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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	Solutions
	KI#1
	KI#2
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[bookmark: _Toc36192445][bookmark: _Toc122444055][bookmark: _Toc45193548][bookmark: _Toc47593180][bookmark: _Toc20204636][bookmark: _Toc27895342][bookmark: _Toc51835267]6.X	Solution #X: Solution for support of Ambient IoT inventory services
6.X.1	Description
This solution resolves Key Issue #3 about the Support of Ambient IoT Services. As we know, the following two connectivity topologies as defined in TR 38.848 [7] are to be studied:
-	Topology 1: BS <--> Ambient IoT Device;
-	Topology 2: BS <--> intermediate node <--> Ambient IoT Device: Only a UE can act as an intermediate node that is under the network control.

Accordingly, there are two kinds of Ambient IoT inventory services for these two topologies. One is a network-initiated Ambient IoT inventory service for Topology 1, another is a UE-initiated Ambient IoT inventory service for Topology 2. 

The principles related to Ambient IoT inventory services are depicted below:

-    The Ambient IoT device has a unique internal user ID which consists of at least MCC, MNC, Company info, Product info, and serial number. internal user ID will not be exposed to the third Ambient IoT AF. 
-    the 5GS supports the internal user ID generation based on EPC and transfers internal user ID to the Ambient IoT device. The Ambient IoT device will store the internal user ID in the “user” section.
-    The third Ambient IoT AF will use EPC and location info to perform flexible Ambient IoT inventory service, including a group or multiple groups of Ambient IoT devices inventory, Ambient IoT devices inventory in a or multiple locations, and so on.
-    To mitigate signal storms in the 5GS, the UE, gNB, and NEF can perform inventory content aggregation based on transaction ID.
-    UE and gNB can support both control plane and user plane transfer modes to transfer inventory information to the third Ambient IoT AF. 
-    Both Leveraging existing AMF and Introducing new Ambient IoT NF apply to this solution.
-    Network-initiated Ambient IoT device inventory solution is applied to Topology 1; UE-initiated Ambient IoT device inventory solution is applied to Topology 2.

6.X.2	Procedures
6.X.2.1	Ambient IoT service --- Network initiated Inventory Operation service procedure	





























Figure 6.X.2.1-1: Network Initiated Ambient IoT inventory service procedure.

1. Ambient IoT devices perform activation and registration procedures. Ambient IoT devices will have the EPC info and Internal User ID (Interna User ID info will be stored in the “User” section in Ambient IoT device) and UDM will have the Ambient IoT device profile info indexed by internal user ID after successful Ambient IoT devices activation and registration procedures. Besides, the internal user ID contains MCC, MNC, Company info, Product Category Info, and Product Serials. Ambient IoT internal user ID will not be exposed to the third AF, it will be used in Ambient IoT devices and 5GS only for ambient IoT device identification.   
2. The third Ambient AF launches an Ambient IoT service request towards NEF for inventory purposes. In the Ambient IoT service request, the third Ambient AF will provide Transaction ID, Service Type, EPC info, Location info, Transfer Mode, and other parameters to NEF: 
   Service Type: it is used to define Ambient IoT service types, such as Inventory, Read, Write, and so on.
   EPC info: it is used to define the scope of inventory.
   Location info: it is used to define locations of inventory.
   Transfer Mode: it is used to define transfer Mode -- control plane transfer mode or user plane mode. The third AF can decide the transfer mode based on Ambient IoT service operation.
   
3. NEF will obtain TAC lists based on Location info, then obtain serving AMF or serving New Ambient IoT NF based on TAC lists. Besides, NEF will perform the communication with UDM to gain the internal user ID lists based on EPC info from the third Ambient AF. The internal user ID can support wildcards to represent a group of Ambient IoT devices. 

4. NEF forwards Ambient IoT service requests to serving AMFs or Serving New Ambient IoT NFs. Both Leveraging existing AMF and Introducing new Ambient IoT NF apply to this solution.

5. AMF or New Ambient IoT NF determines the serving gNBs based on TAC lists.

6. AMF or New Ambient IoT NF forwards the Ambient IOT service request to the serving gNBs.

7. gNB decides the targeted Ambient IoT devices based on internal user ID lists. gNB decides service operation based on Service Type.

8. gNB performs inventory operations towards the serving ambient IoT devices. The internal user ID will be used in the process to identify the ambient IoT devices.

9. gNB performs the inventory content aggregation operation based on transaction ID if needed to reduce signal amounts significantly. gNB chooses control transfer mode or user plane transfer mode in terms of Transfer mode parameter. 

10. If Control plane transfer mode is chosen, gNB will respond with an Ambient IoT service response message with parameters – transaction ID, Aggregated Inventory content, and so on to AMF or new Ambient IoT NF, the AMF or new Ambient IoT NF will continue to forward the response to NEF. NEF will forward the response to the third Ambient AF. or 

11. If User plane transfer mode is chosen, gNB will set up a user plane connection with UPF. Then gNB will respond with an Ambient IoT service response message with parameters – transaction ID, Aggregated Inventory content, and so on to the third Ambient IoT AF via the N6 interface.


6.X.2.2	Ambient IoT service --- UE initiated Inventory Operation service procedure
















































Figure 6.X.2-2: UE Initiated Ambient IoT inventory service procedure.

1. Ambient IoT devices perform activation and registration procedures.  Ambient IoT devices will have the EPC info and Internal User ID (Interna User ID info will be stored in the “User” section in Ambient IoT device) and UDM will have the Ambient IoT device profile info indexed by internal user ID after successful Ambient IoT devices activation and registration procedures. Besides, the internal user ID contains MCC, MNC, Company info, Product Category Info, and Product Serials. Ambient IoT internal user ID will not be exposed to the third AF, it will be used in Ambient IoT devices and 5GS only for ambient IoT device identification.   
2. The UE acts as a reader. The UE initiates the registration procedure to 5GS, including authentication and authorization. 
3. The UE launches an Ambient IoT user ID request to AMF or New Ambient IoT NF with the EPC info. 
4. The AMF or new Ambient IoT NF communicates with UDM to retrieve Ambient IoT user ID list info in terms of EPC and TAC info.
5. The AMF or new Ambient IoT NF sends back an Ambient IoT user ID response message with the Ambient IoT user ID info to UE.
6. Once upon receiving the Ambient IoT user ID list info successfully, The UE will perform inventory operations towards the serving ambient IoT devices. The internal user ID will be used in the process to identify the ambient IOT devices.
7. UE performs inventory content aggregation operations based on transaction ID to reduce the signal amount significantly. UE decides the control plane transfer Method or user plane transfer mode.
8. UE chooses to use the control plane to transfer aggregated inventory info to the third Ambient IoT via AMF or new Ambient IoT NF and NEF. or
9. UE chooses to use the user plane to transfer aggregated inventory info to the third Ambient IoT via the N6 interface. 


6.x.3	Impacts on services, entities, and interfaces
This solution impacts the following entities. 
NEF：
-	Capability to support the selection of the serving AMF or serving new Ambient IoT NF based on location information.
-  Capability to aggregate the retrieved Ambient IoT devices' EPC contents based on transaction ID.
-  Capability to support Ambient IoT inventory-related procedures.
AMF or New Ambient IoT NF: 
-	Capability to support Ambient IoT inventory-related procedures.
UDM:

-	Capability to store the subscription information of Ambient IoT devices indexed by internal user ID.
-  Capability to retrieve internal user ID lists in terms of EPC and location info.

UE: 
-	Capability to support inventory procedures with Ambient IoT devices in terms of internal user ID 
-	Capability to support forward Ambient IoT devices' EPC content to the third Ambient IoT AF via both the control plane and user plane
-  Capability to aggregate the retrieved Ambient IoT devices' EPC contents
-  Capability to support Ambient IoT inventory-related procedures with 5GC.
 
gNB:
-  Capability to support inventory procedures with Ambient IoT devices in terms of internal user ID.
-  Capability to support forward Ambient IoT devices' EPC content to the third Ambient IoT AF via both the control plane and user plane. 
-  Capability to aggregate the retrieved Ambient IoT devices' EPC contents.
-  Capability to support Ambient IoT inventory-related procedures with 5GC.

* * * * End of changes * * * *
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